The technology behind KDH'’s
HydraHashGraph:

Supersonic, Secure, Stability

Executive Summary

Distributed ledger technologies (DLT) are disrupting and reworking existing markets in multiple
industries. However, in our opinion there are elementary obstacles to beat before distributed
ledgers are often wide accepted and adopted across each business. In this paper we'll examine

these obstacles and discuss why HydraHashGraph from KDH is ideally suited to be the world’s
1st mass adopted public distributed ledger, supporting a huge array of applications:

1. PERFORMANCE - The most compelling use cases require hundreds of thousands of
transactions per second in a single shard (with a minimum of one million transactions
per second (tps) in a fully-sharded solution), and many require consensus latency
measured in seconds. These performance metrics are orders of magnitude beyond what

current public DLT platforms can achieve.

2. SECURITY - If public platforms are to facilitate the transfer of trillions of dollars of
value, we must expect them to be targeted, and we must prepare for this. To do so
requires a consensus algorithm that provides the best security one can achieve, with the
security properties of the algorithm formally proven. Vectors of security vulnerabilities
shouldn’t be mitigated; they should be eliminated entirely. Other public DLT platforms
are trading off decentralization (and so potentially compromising security) for

performance gains.

3. STABILITY - Without technical and legal mechanisms to enforce the decisions of the
governing body, public platforms are at risk of devolving into chaos. Strong security and
mature governance will enable a stable platform - one that engenders the necessary trust

and confidence among those that would build commercial or sensitive applications on it.



4. COMPLIANCE - We expect governments to continue increasing oversight of public

ledgers and associated cryptocurrencies and tokens. We consider that a distributed public

ledger must be capable of enabling appropriate Know Your Customer (KYC) and Anti
Money Laundering (AML) checks.

Introducing HydraHashGraph
A public hashgraph and governing body network designed to address the needs of

mainstream markets.

1. PERFORMANCE

This platform will surpass the requirements of the current generation of cryptocurrencies.

a.

Scalability:

The nature of blockchain technology and the usage of block confirmation can lead to
scalability issues. With forks on the bitcoin blockchain having issues that are
unsolved, we will see rising issues of transaction failures, high transaction fees, and

long transaction times.

Speed:

The platform is built on the hashgraph distributed consensus algorithm.
HydraHashgraph provides near-perfect efficiency in bandwidth usage and
consequently can process approximately 1,250,000 transactions per second in a single
shard (a fully-connected, peer-to-peer mesh of nodes in a network). Consensus
latency is measured in seconds, not minutes, hours, or days. Since every new node

added to the system contributes in the network, it makes transactions faster.

Mobile compatibility:

Our vision for Hydrahashgraph is for people around the world to utilize basic devices
like their mobile phones, in a meshnet, to be a wallet, payment gateway, mall and
exchange. This means that anyone with a mobile phone can run a node and to help

validate transactions on the network and get rewarded.

Developer friendly:
The major barrier here is that various protocols require engineers to learn a new
language. Many developers are not going to want to take the time to learn a new

language when they have spent years in other coding languages — especially within



enterprise organizations. As most developers are currently familiar with solidity for

Ethereum, Hydrahashgraph s smart contracts will be easy for developers to adapt to.

2. SECURITY

Hydrahashgraph achieves the gold standard for security in the field of distributed
consensus: asynchronous Byzantine Fault Tolerance (aBFT). Other platforms that
use coordinators, leaders, or communication timeouts tend to be vulnerable to
Distributed Denial of Service (DDoS) attacks against those vulnerable areas.
Hydrahashgraph is resilient to these types of attacks against the consensus algorithm
and achieves the theoretical limits of security defined by aBFT. Achieving this level of
security at scale is a fundamental advance in the field of distributed systems as it is the

gold standard for security in this category.

Many applications require that the consensus order of transactions match the actual
order in which the transactions are received by the network. It should not be possible
for a single party to prevent the flow of transactions into the network, nor influence
the order of transactions in the eventual community consensus. A fair consensus
algorithm ensures that if a user can submit a transaction to the network at all, then
the transaction will be received by the network and the order in which it was received
will be a fair ordering. Hydrahashgraph uniquely ensures that the actual order
transactions are received by the community will be reflected in the consensus order.

In other words, Hydrahashgraph ensures both Fair Access and Fair Ordering.

3. STABILITY

i)

HydraHashGraph relies on both technical and legal controls to ensure the stability of
the platform.

HydraHashGraph technical controls and Masternodes enable three capabilities.

First, the Swirlds technology ensures that software clients validate the pedigree of the
HydraHashGraph prior to use through a shared state mechanism. It isn’t possible for
a network node to fork the official version of the HydraHashGraph platform, make
changes, and then have those changes accepted as valid. If the original hashgraph and
the copy are changed independently, software clients will know which the valid

version is, and which is not.

Second, Swirlds makes it possible for the HydraHashGraph governing body not only

to specify the software changes to be made to network nodes, but also to ensure



precisely when those changes are adopted, and to guarantee that they are. When the
HydraHashGraph governing body releases a software update, all honest network
providers will have their software automatically update, and all will do so at the same
moment in history. Anyone with invalid software will no longer be able to modify
the Hydrahashgraph and have the world accept their version of the Hydrahashgraph

as legitimate.

ii) A HydraHashGraph MasterNode is one that offers stability and speed to the
ecosystem and act as a distribution of power and privilege within the blockchain
economy. Masternodes also have a representation within the ecosystems voting
periods. For each 50,000 KDH held by a node, they represent one vote within the
majority consensus. To qualify as a MasterNode you must hold above 50,000 KDH.
The maximum number of MasterNodes is capped at 1000, which will be equivalent
to 10% of the total supply of KDH.

¢Node Maturity Period” is a term used in the HydraHashGraph ecosystem, meaning once a
wallet has the amount needed to qualify for a certain node KDH wallet, then the Node Maturity
Period starts to count. When the maturity period ends, and the quantity of KDH in the KDH
wallet does not drop below the threshold at any given moment, then the node status will be

officially designated, and the node reward will start to generate.

Masternodes Maturity Period: 30 Days after KDH Blockchain mainnet launch; Requires
minimum 20,000 KDH;

HydraHashGraph legal controls ensure the platform will not fork into a competing

platform and cryptocurrency.

iv) The HydraHashGraph codebase will be governed by the council and will be released
for public review with Version 1.0. It will not be open source, but anyone will be able
to read the source code, recompile it, and verify that it is correct. No license will be
required to use the HydraHashGraph platform. No license will be required to write
software that uses the services of the HydraHashGraph platform. No license will be
required to build smart contracts on top of the HydraHashGraph platform.
Applications built upon the HydraHashGraph platform can be open source or
proprietary. They do not require any license or any approval from HydraHashGraph.
Swirlds and HydraHashGraph will simultaneously embrace open review, while
bringing stability by using the patents defensively. In this way, HydraHashGraph will
provide a transparent codebase that will provide the stability that markets demand for

mainstream adoption of a public ledger.



The combination of technical and legal controls provides the governing body with the
mechanisms needed to enable meaningful governance, and to bring the stability that we

think is required for broad-based adoption.

4. COMPLIANCE

The HydraHashGraph technical framework includes an Opt-In Escrow Identity
mechanism that gives users a choice to bind verified identities to otherwise
anonymous cryptocurrency accounts, which will in our opinion provide governments
with the oversight necessary to ensure regulatory compliance. This is completely
optional, and each user can decide what kinds of credentials, if any, to reveal. We
intend to work with governments to provide the same level of protection to

distributed public ledgers as is currently present in the financial system.

5. GOVERNANCE

Hydrahashgraph governance is comprised of two parts: Council Governance, used for
the management of the business of the council, and Consensus used in the
Hydrahashgraph platform for determining the consensus order of the transactions.
The Council Governance Model concerns the election of the Board of Managers of
Hydrahashgraph (Governing Board). The Governing Board will establish policy for
council membership, regulate the network tokens, and approve changes to the
platform codebase. The Consensus Model concerns the process by which the nodes
reach a consensus on the order of transactions in the platform. Our proposed model
is designed to prevent consolidation of power over consensus. It will prevent
collusion by a few to attack the system (such as efforts to counterfeit the
cryptocurrency, modify the ledger inappropriately, or influence the consensus order

of transactions).
a. Council Governance Model:

Hydrahashgraph will be governed by up to 35 leading organizations in their
respective fields, bringing needed experience in process and business expertise
that has been absent in previous public ledger platforms. Membership criteria
are designed (i) to have highly respected brands and trusted market positions,
(ii) and to reflect a range of industries and geographies, and (iii) to encompass
competing perspectives. The Governing Members will elect the Board of
Managers and contribute expertise through subcommittee membership. The
terms of governance ensure that no single member will have control, and no

small group of members will have undue influence over the body.



b. Consensus Model:

Loosely stated, each node casts one vote in a round robin for per 50,000
KDH TOKEN they own. New nodes will join the network and be
compensated for their services in maintaining the hashgraph. The number of
nodes is expected to grow rapidly; ensuring consensus voting privileges are

distributed to many thousands of nodes.



Part 1 - An introduction to

HydraHashGraph

KDH TOKEN uses Hashgraph due to the following advantages. The hashgraph data structure
and consensus algorithm provides a new platform for distributed consensus. This introduction
gives an overview how hashgraph works, and of some of its properties. The goal of a distributed

consensus algorithm is to allow a community of users to come to an agreement on the order in

which some of them generated _



